


















Mobile

CPU Atheros, MIPS 24Kc, 400 MHz

Storage 16 MB Flash

Memory 64 MB RAM

Powering option 4pin power socket, 9-30 VDC

SIM

Antenna connectors

Ethernet

WiFi

Status LEDs

Operating temperature -40 °C to 75 °C

Housing Aluminium housing with DIN rail mounting option, plastic panels

Weight 125 g

Auto APN, Band lock

Network protocols TCP, UDP, IPv4, IPv6, ICMP, NTP, DNS, HTTP, HTTPS, FTP, SMTP, SSLv3, TLS 1.3, ARP, PPP, PPPoE,  DHCP, Telnet

Network Failover (Network backup), VLAN, QoS, Load Balancing

VPN and tunneling OpenVPN, IPsec, GRE, PPTP, L2TP, Stunnel, DMVPN, SSTP, ZeroTier, WireGuard

Monitoring and Management WEB UI, CLI, SSH, CALL, SMS, TR-069, SNMP, JSON-RPC, MQTT, MODBUS, RMS

Connection monitoring Ping Reboot, Wget reboot, Periodic Reboot, LCP and ICMP for link inspection

HTTP, SMS to SMS, scheduled SMS, SMS autoreply, SMPP

Services

HARDWARE

SOFTWARE

RUT240
CONNECTIVITY
4G LTE (Cat 4), 3G, 2G

WI-FI 
Wireless Access Point with 
Hotspot functionality 

WAN FAILOVER
Automatic switching to
available Backup connection

RMS
For remote management,
access & VPN services



In 2021 Elinta Charge started working on their next-generation EV charging station to help 
with the rapidly growing electric vehicle infrastructure. They needed something that would 
solve the connectivity problem in the new design. Teltonika Networks provided just the right 
connectivity solution that could meet all the requirements to put the smart engineering solu-
tion into a sleek urban design.

Another problem that urban engineering faces is implementing new additions to the infra-
structure. New charging stations need a power supply, payment systems and connectivity. 
All of this usually requires access to the internet. If the internet infrastructure is unavailable 

a charging station. Hence, wired connectivity is not always an option.

Elinta Charge employs Teltonika Networks RUT240 industrial cellular router for their EV 
charging station IoT solution. The router enables internet access through cellular 4G connec-
tivity without the need for any wired connection. Thanks to this connectivity, Elinta Charge 
is able to collect data from their charging stations and remotely manage them with their 
cloud-based management system. Remote management helps to change settings, perform 

it can also enable users to check the availability of charging stations and reserve them in 
advance.

Furthermore, RUT240 has a wireless access point functionality required for NFC (Near Field 
Communication) wireless payments. Clients can then pay using smart wallets or credit cards 
for their EV charging services. RUT240 can be easily integrated into an EV charger thanks to 
its compact design and plug-and-play functionality enabled by its wireless setup.

-
el security that any payment solution 
needs with the help of Firewall, Auto Ci-
pher modes and client separation.

Routers’ compatibility with remote man-
agement platforms enables 24/7 real-time 
analytics and surveillance, which provides 
information if there are any issues with 
the charging station.

RUT240 is compact which allows it to be 
integrated into a smart IoT solution with-
out compromising the aesthetic.

with fast and easy installation, thanks to 
its plug-and-play approach.



Mobile

CPU Atheros, MIPS 74Kc, 550 MHz

Storage 16 MB Flash

Memory 128 MB RAM

Powering option 4pin power socket, 9-30 VDC

SIM

Antenna connectors

Ethernet

WiFi

Status LEDs

Operating temperature -40 °C to 75 °C

Housing

Weight 280 g

Mobile features

Network Failover (Network backup), VLAN, QoS, Load Balancing

Routing

VPN and tunneling OpenVPN, IPsec, GRE, PPTP, L2TP, Stunnel, DMVPN, SSTP, ZeroTier, WireGuard

Monitoring and Management WEB UI, CLI, SSH, CALL, SMS, TR-069, SNMP, JSON-RPC, MQTT, MODBUS, RMS

Connection monitoring Ping Reboot, Wget reboot, Periodic Reboot, LCP and ICMP for link inspection

Hotspot

Supported Hotspot platforms IronWiFi, HotspotSystem, Cloud4Wi, SAI + WiFi, MugiCloud, Purple.ai

SMS features HTTP, SMS to SMS, scheduled SMS, SMS autoreply, SMPP

Services

HARDWARE

SOFTWARE

RUT950
CONNECTIVITY
4G LTE (Cat 4), 3G, 2G

DUAL SIM
With auto failover, backup WAN 
and other switching scenarios

WI-FI 
Wireless Access Point with 
Hotspot functionality 

WAN FAILOVER 
Automatic switching to
available Backup connection



mission to bring all the valuables to the set destination. However, the solution requires a 
certain level of automation because the cameras and DVR need to start working before the 

-
ing a stable, reliable connection is crucial for real-time remote monitoring in such missions. 

-
signment. And network security is just as vital because a breached connection could result 
in real-life peril too.

In this solution, multiple cameras are placed outside and inside the vehicle. Using a wired 
connection, they connect to a DVR (Digital Video Recorder), which in turn connects to a 
RUT950 cellular router, providing connectivity for all these devices. A dual-SIM 4G router 

-
ing network continuity even if the primary connection is lost. Having a backup connectivity 

lost communication poses an increased threat level.

One of the essential features available in RUT950 for this solution was the scheduling feature 
that automatically activates the DVR power supply using a digital output. It enables turning 

without any human interaction. As a result, the control center in the HQ can have visibility of 
the vehicle and its’ surroundings.

connection protects the data from viewing or altering by third parties for malicious purposes, 
so the live camera footage and the recordings can safely reach the remote monitoring center 
and servers.

-
matic dual-SIM failover that is perfect for 
providing connectivity with a backup in a 
moving vehicle.

The scheduling feature available in RUT950 
allows to turn on the solution without any 

at the parking area.

Using one of the multiple available VPN 

remote access from the HQ to the solu-
tion.

The rugged and durable design of RUT950 
can sustain the truck’s vibration and wide 
temperature ranges.



In essence, the retail environment is highly competitive. With digital services advancing rap-
idly, it takes less and less time to turn an idea into a business, and many entrepreneurs and 
enterprises seek to reduce the time-to-market as much as possible. Advancements in digital 
marketing drive customer demand, but regardless of the growing popularity of e-commerce, 
physical retail is still the primary consumer market driver. The retail market is highly de-
pendent on reliable, fast, and secure internet connectivity both for customer services and 
internal operations, including stock management. Even though wired Internet connectivity is 

-
ability. Besides, there is a need for alternatives to obtain fast and reliable connectivity in 

the only challenges, with the increasing threats of cybersecurity.

4G is becoming a favorable option when it comes to fast and reliable connectivity options. 
With multiple cellular modules, higher LTE categories, mobile Internet services can match 
and surpass the speeds of wired connections in congested areas. However, cellular solutions 
can be deployed instantly without the need for cabling and arranging long-term contracts. 
Choosing a professional cellular router with two simultaneously working Cat 6 modules can 
resolve retail connectivity security, downtime, and availability challenges. With our RUTX12, 
the two SIM cards working together can provide speeds up to 600 Mbps and ensure that all 

for example, for corporate communication and customer services.

As shown in the topology, the POS system, computer, and thermal camera connect to the 
router via Ethernet. In contrast, barcode scanners and tablets connect to a secure, private Wi-
Fi network. As RUTX12 can support IPsec, OpenVPN, and other VPN services, companies can 

is compatible with the Remote Management System, allowing system operators to monitor 

Performance - RUTX12 with two LTE CAT 6 
cellular modules working simultaneously 
can provide speeds up to 600 Mbps.

-

load balancing.

conveniently monitor all network and 

-
-

tures to comply with high-security stan-
dards. 



HARDWARE
Mobile

CPU Atheros, MIPS 74Kc, 550 MHz

Storage 16 MB Flash

Memory 128 MB RAM

Powering option 4pin power socket, 9-30 VDC

SIM

Antenna connectors

Ethernet

WiFi

GNSS GPS, GLONASS, BeiDou, Galileo, QZSS

Serial

Other

Status LEDs

Operating temperature -40 °C to 75 °C

Housing

Weight 287 g

Mobile features

Network Failover (Network backup), VLAN, QoS, Load Balancing

Monitoring and Management WEB UI, CLI, SSH, CALL, SMS, TR-069, SNMP, JSON-RPC, MQTT, MODBUS, RMS

Cloud solutions

NTP

GNSS NMEA forwarding, AVL, Geofencing

TCP slave, TCP master, RTU master, RTU gateway, Modbus over MQTT

Serial Console, Over IP, Modem, NTRIP, Modbus

SOFTWARE

RUT955
CONNECTIVITY
4G LTE (Cat 4), 3G, 2G

DUAL SIM
With auto failover, backup WAN 
and other switching scenarios

MULTIPLE INTERFACES 
Ethernet, Serial (RS232, RS485) and 
multiple Inputs/Outputs for any 
industrial connectivity use case 

GNSS
Global Navigation Satellite System 
for location services and time 
synchronization



So, we established that real-time data is vital in making timely decisions to optimize the op-
eration of public transport. However, the question is what kind of data is important, and how 

The most important factor in optimizing transport frequency is the number of passengers. 
Having real-time data as opposed to data from a short window is superior as it allows know-
ing what is exactly happening at a given time and make adjustments immediately, like adding 
an additional bus to the schedule to avoid overcrowding, hence improving customer experi-
ence. But how does this happen in real life?

Implementing a system that is capable of collecting and sending data in real-time in a con-
stantly moving vehicle requires not just sophisticated counting equipment and cloud-based 
application, but also - a reliable connectivity solution.

The NaviFleet APC solution uses of Teltonika RUT955 router for the network. Passenger 

passenger counting sensors.

NaviFleet APC Firmware integrated with RutOS OpenWrt transmits passenger counting in-
formation to NaviFleet Could Server Software over Wi-Fi or 4G for network continuity. Trans-
mitted data includes accurate GPS tracking information, geofencing data, driving mileage, 

Advanced NaviFleet APC Firmware can connect additional devices, such as video IP cameras, 
breath analyser, Passenger Information System, and ticketing terminals.

at a very competitive price point among 
others.

Easy management of the whole solution 
- cloud-based management platform

connections to counting sensors, and
location tracking.

Multiple connectivity options - RUT955 
combines reliable and secure LTE Cat 4, 
Wi-Fi, Ethernet, and GPS.

OpenWRT based RutOS - allows to conve-

and comply with the increasing market re-
quirements.





Product Highlights

Robust Design

High EMC endurance, fanless design, and wider 
operating temperature range combined with an IP40 
housing to withstand harsh operating environments

Flexible Deployment

Small form factor design that support standard PoE 
and extended PoE (up to 250m range) of 
PoE-powered devices

Powerful Management

including a web-based UI, industry-standard CLI,
SNMP, and a dedicated RJ-45 console port

Features 

Flexible Availability
• upport up to 250m PoE and Data transmission
• dustrial model variations with wider operating

temperature ranges

Robust and High-Redundancy Design

• Fanless, passive cooling design
• High EMC endurance
• Built-in 6 KV surge protection on copper ports
• Run-Ring (Self-healing < 10ms)
• Dual power input for redundant power supplies

Layer 2 Features
• EEE 802.1Q and port-based VLAN
• IEEE 802.1p Quality of Service (QoS)
• STP/RSTP/MSTP
• Port mirroring
• Link aggregation
• Bandwidth control
• Broadcast storm control
• IGMP/MLD Snooping

The AIS8G2F-10P Layer 2 Gigabit Industrial Smart Managed Switches are 
equipped with   8 PoE-capable 10/100/1000BASE-T ports and 2 SFP ports. 
AIS8G2F-10P feature a robust design making them ideal for deployment 
in  industrial   and   outdoor   cabinet  surveillance   settings,   capable   of 
withstanding  the  harshest  environments.  The AIS8G2F-10P furthermore 
support extended PoEof  up  to 250m  and  security  functions  to  provide 
a complete industrial networking solution.

Durable and Reliable Design
The  AIS8G2F-10P  switches  are  housed  in a highly resistant IP40 - rated 
metal  casing  toprotect  them from harsh  environmental  conditions. The
high electromagnetic compatibility  (EMC)  protects the AIS8G2F-10P from 
unwanted effects when operating in environments with strong electroma-
gnetic  interference.  Meanwhile,  the  fanless design extends the life of the
AIS8G2F-10P  while  also  being  able  to  operate  in  a  wider temperature

Additionally  ,  the   AIS8G2F-10P    features high  -  capacity   6KV   surge 
protection  on  all  copper  ports  to  help prevent damage to the switch and 
connected  devices  caused  by sudden power surges and ightning strikes. 
The built-in surge protection of up to 6 KV can mitigate thedamage to 
the switch from both indoor and outdoor devices and network connections 
by absorbing the excess energy while still letting through the amount of 
power required for the switch to operate normally. This increases network 

RoHS

Wide
Temperat ure

Wall&
DIN-Rail Mount

Alarm 
ContactIP40 CYBER RING

AIS8G2F-10P
Layer 2 Gigabit Industrial  Managed PoE Switch Up To 250m 
























