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ganldifunolu laun nysuns duimauazwiniu wazdiidwldiduniouan laun gnen
Auilna gd1afia Wisdaamagsiia gliaviu dnaanu guTu d9an N1AT3 asdnIw@wILaNTY

FONIRTI @;Lniaﬂ’]iﬁmami”mﬁ

9. WWHNIH (Employee)
WHNITW I UIZAUTAIRINIDINTEAL HUTATV01 USENN lasun13ina sl duwwibnawilszsn

wWinNUNaseIny wiswinnuayyTiiasnegmeldsyyidwesitn

10. ¥1AIN13INBIANNNAIURaAA BEITERINALAL LU s (Information and Cyber

Security Measures)

PINTNNTINBIANNNWAIU A NRITRWINALRS bl UasuLiLdn 5 a1 I@ﬂmaumgw”’rﬁa

' o &
A1) A

®  NITUFNNUIARDNVBIDIANS (identification) Usznaveiy 5333nALA
(governance) M3LSHITIANIIANLELS (risk management) mMsmnunsUjuaeny
ﬂgmmeﬁ (compliance) m’mwv:umﬂaaﬂﬂyﬂﬁ’mqﬂa’mi (human resource security)
msﬁmsﬁ'@msmmLﬁyﬂum\ﬂsﬁqﬂmu (supply chain risk management)

o msuUnilasdwnIwdasawine (protection) Usznaueiy MTUSHITIAMITAUNTNE
F1IRULNA (asset management) m‘m’mﬂ&m’liL"fl'ﬂﬁdLLa:ﬂ’]ﬂ“ﬁo”lu (access control)
ausuasdaaansluipinsniswauiszuuasawina/sawduas (secure
system/software development life cycle) N133aN1TLTIIREa L ( cryptographic
management) mﬂw"}umﬂaa@n”zfl,umsﬂﬁu”@a’m (operations security) N1TUIA1T
$an13n3tUasuulad (change management) NM3U5¥133ANIITAANNEINITORIL
F1IRULNE (capacity and performance management) ﬂ’sﬁmﬁuﬂoﬂaaﬂn”zl@‘ﬁuﬂﬁUmw
LRZENINUIAKEN (physical and environmental security) N1IUSHITIANIINIIROFNT
LRSI UIZULLAT N (communication and network management)

® N1303IVMANIRAAUNG (detection) Usznauday n1sdufinuaznisndisedy

(log monitoring) ﬂﬁiﬂ%%’]iﬁlﬂﬂ’]‘in‘]’m)‘ﬂm&l (threat management)
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® n33uiaMan1IaiAnLNG (response) Usznaudis nsuInisianiinaaziia
mwu‘“ﬁmﬂaa@n‘”ﬂmsaummmzvlfmu as (information and cyber security incident
management)

® MINAREUNINGF1IFUINAIINANLEAY (recovery) Usznauey MIVITHIT
mwmimﬁaamoq‘sﬁa (business continuity management) LLa:mifjﬁuﬁuw%'wsT

fIamnanANULFsAslRnauINa LRI @ NUn@ (disaster recovery)

11. 32UU (System)
AUWNINGUTZLANTZU LRI 0LAT 01 8NFINITORINKA IINAVBULUS LRZIANIT LA IIND
A ¢ ag @ & |« A6 & & o € & & e
AaNNILAaT LISNFLaTW LaUNaL 1EsWeT 1T eas s30T WsIaas gﬂmmaammuuwnww

uazinaluladmszwmnadn o udn

12. @198wLN¢E (Information)
ﬁTagamaou%ﬁwﬁmumsﬂizmawa FATIER AW LazIN1TLUaANURANE NBNIRINITD
v A& U A a £ 1 =1 1 A & a 6 A = U

N9 AWRAN ‘maLssm’l,mmmm:ummamﬂaLaﬂﬂiauﬂa%iaLwﬂIuIaUﬂ’]iﬂizmawamaga

A& A 6. £ . & A

BLANNTDANRE mag‘lum 2 3UuDy Ae
3 A i a & a 6 . . . Ao =3 ' a 6

1. magﬁmaglugﬂuuuamﬂ‘ﬂiauﬂa (Electronic information) Wﬂ(ﬂmuaglui:lmﬂawwumai
‘ﬁ%aLﬁm]'mmﬂﬁu%msLLazmiﬂi:qﬂﬁ"ﬁm%amUﬂau‘ﬁamai‘ TULAUNAILIG lavIane
INIAUMWIAN TINNINITIHAUSNNILa8UNAU0IANENLAZIZLLLATOANINASILARIN LT

A & a 6 £ d'l A 6] ni £ d'l =} ai 1

lananIdiinnsaiing 3rutoys Fanialasdfisuninnaasenld insasdendislunis
BIWIINNG LT UG %

2. dayanadlustduuunisneniw (Physical information) 1w Lan&1sNWNNaanun Duan

aU a a
13. AWNINGA13aWINA (Information Asset)

RITFULNGA WATIZUY 3059 TaNau3 wadwaLaTh UFNNT RIBNTWEINTNIAUENTRULNA

2u 9 NABUERUMIALERTIND uasilyadmalaTsgnasauum

a < > '3 &
14. maazinaNuwaslaaansasawmanazlsias (Menawanuaznial)
go1un1IainIamanisaila 9 Nenasdsnansznulunisaudenisdjudnisnie funing
FIIRUNATBIUTEN YAAR WiaaddnsdulIunI R fIEUnIwIasauing n1avinany

madaws nudludasuudslaslildsuaugna uazmIamaildlisusalvninsld
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